IMPORTANT NOTICE REGARDING CLIENT PRIVACY

Protecting our clients’ privacy is important to us. We want you to know what information we collect from our clients
and how we use it. The following is the standard to which all Integrity Investors employees adhere for the collection
and use of your nonpublic personal information. Nonpublic information includes all nonpublic financial and health
information obtained from you in connection with our providing a financial product or service, including assets,
income, business relationships, estates, financial plans or health.

Integrity Investors collects nonpublic personal information about you from the following sources:
LI Information we receive from you on applications or other forms, and
LI Information about your transactions with us or others.

We do not disclose any nonpublic personal information about you to anyone, except at your direction and as may be
necessary to implement your transactions with us, or as required by law. As permitted by law, we may disclose some
or all of the information we collect to our affiliates, as well as to independent parties that service your account in order
to provide services that you request. These service providers may include broker-dealers (such as ETC Brokerage),
banks, and security clearing agencies; and others who provide services to us, such as parties who provide technical
support for our systems and our legal and accounting professionals, as well as government agencies and other parties
as permitted by law.

We restrict access to your nonpublic personal information to those employees who need to know that information in
order to provide investment advisory services to you. We also maintain physical, electronic, and procedural
safeguards to guard your personal financial information.

We ensure that the privacy of your nonpublic personal information is maintained at all times, including during the
disposal of information that we are no longer required to maintain. For example, whenever possible, we shred paper
documents and records prior to disposal, require off-site storage vendors to shred documents maintained in such
locations prior to disposal, and erase and/or obliterate any data contained on electronic media in such a manner that
the information can no longer be read or reconstructed.

Even if you decide to close your account(s) or become an inactive client, we will adhere to the privacy policy
described above. When we use a service provider to whom we provide your nonpublic personal information, we
direct such provider to either maintain a similar policy or adhere to our privacy policy regarding customer
information.

DISCLOSURE DOCUMENT

We will provide a copy of our updated disclosure statement on Form ADV Part IT upon your written
request at any time, free of charge. Please call our office at (314) 212-1404, or send us a fax at (314) 212-1406 and
we will provide you a copy promptly after receiving your request.



